# Executive Summary

The purpose of this vulnerability scan is to gather data on Windows and Linux Operating systems, as well as user accounts in the **“ClientDomains”** domain in the 10.10.1.1/24 subnet. Of the hosts identified, 30 user accounts and 30 systems were found to be active and were scanned.

# Scan Results

Results from the raw scan will be provided upon delivery.

# Findings (2-3 sentences)

* Out of 30 accounts, 9 accounts are not compliant. (Erika N. Ransdell is a false positive).
* System 4, i.e. XPAccountingDeptMaster, which runs on the Operating System Windows XP was previously updated in 2013.

# Remediation (2-3 sentences)

* Out of 30 accounts, 9 accounts are not compliant(Erika N. Ransdell is a false positive).
* System 4, i.e. XPAccountingDeptMaster, which runs on the Operating System Windows XP was previously updated in 2013.
* Following users have not fulfilled the minimum password length criteria(minimum password length should be 12 characters) and should immediately update their passwords according to the company security policy: -

1. Charles D. Alexander
2. Mary D. Silva
3. Gloria W. Hicks
4. Florence M. Landers
5. Ted L. White
6. Catherine O. Merritt
7. Inez H. Waters
8. Gerald J. Mosqueda
9. Cathy R. Frisbie

* Following users have not fulfilled the password rotation criteria in the password policy which says that password should be changed at least every 60 days. The users mentioned below have last updated their password in the year 2009: -

1. Ted L. White
2. Gerald J. Mosqueda
3. Cathy R. Frisbie

They should strictly adhere to the company password policy.